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KAFEIN KiSISEL VERIi SAKLAMA VE IMHA POLITIKASI
1. GIRIS
1.1. Amag

Kafein Yazilim Hizmetleri Ticaret A.S. (“Kafein” veya “Sirket”) olarak; calisan, caligan aday!,
stajyer, stajyer adayi, ziyaretci, tedarik¢i yetkilisi, tedarik¢i ¢alisani, Griin veya hizmet alan kisi,
potansiyel Urlin veya hizmet alan kisi, hissedar/ortak, yénetim kurulu Uyesi ve sair Gg¢lncu kisiler
dahil gercek kisilerin kigisel verilerinin Turkiye Cumhuriyeti Anayasasi, 6698 sayih Kisisel Verilerin
Korunmasi Kanunu (“KVKK?”) ve 28.10.2017 tarih ve 30224 sayili Resmi Gazete’'de yayimlanarak
yururlige giren Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi Hakkinda
Yonetmelik (“Yonetmelik”) basta olmak Uzere ilgili mevzuata uygun olarak saklanmasina ve

gerektigi sekilde ve slirede imha edilmesine dikkat etmekteyiz.

Bu sebeple, veri sorumlusu sifatiyla yiritmekte oldugumuz is surecleri esnasinda elde ettigimiz
tum kisisel verilerin iglendikleri amag icin gerekli olan azami slireyi ve imhalarina iligskin stire ve
islemleri isbu Kisisel Veri Saklama ve imha Politkamiza (“Politika”) gdére belirlemekte ve

gerceklestirmekteyiz.

Ayrica, kisisel verilerin saklanmasi ve imhasi slrecinde, bu verilerin hukuka aykiri olarak
saklanmasini ve imhasini énlemek amaciyla her tirli teknik ve idari tedbiri almaktayiz. Kafein
olarak, kisisel verilerin saklanmasi ve imhasi slreclerinde 6zel hayatin gizliliginin korunmasina

onem vermekte ve veri glvenligini en st seviyede gozetmekteyiz.

isbu Politika, faaliyetlerimiz sirasinda elde edilen kigisel verilerin saklanmasi ve imhasina dair
izledigimiz yontemler hakkinda aciklamalar icermektedir. Ydrurlukte bulunan mevzuat ve Politika
arasinda uyumsuzluk bulunmasi durumunda, Sirketimiz yurirlikteki mevzuatin uygulama alani

bulacagini kabul etmektedir.

1.2. Kapsam

isbu Politika; galigan, ¢alisan adayi, stajyer, stajyer aday, ziyaretgi, tedarikgi yetkilisi, tedarikgi
calisani, urlin veya hizmet alan kisi, potansiyel triin veya hizmet alan kisi, alt yiklenici ¢alisani,
hissedar/ortak, yonetim kurulu Uyesi ve sair Ggincu Kigiler dahil gercek kisilerin Kafein tarafindan

islenmekte olan buttn kisisel verilerini kapsamaktadir.
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Politika, Sirket tarafindan islenen bu kisisel verilerin elektronik ve basili her tirli ortamda
saklanmasina ve imhasina iligkin olup KVKK ve her tirli birincil ve ikincil yasal mevzuat ve bu

alandaki uluslararasi diizenleme ve yol gosterici belgeler gbzetilerek ele alinmis ve hazirlanmistir.

Ayrica Kafein ve/veya biinyesinde bulunan/bulundugu grup sirketler ve/veya holdingler tarafindan
islenmekte olan verilerin, grup sirketler ve/veya holdinglertarafindan islenmesi halinde ise; bu
grup sirketlerin veya holdingin faaliyetlerinin ilke, amag, hedef ve stratejilerine uygun olarak
yurutilmesi ve ilgili Sirketlerin hak ve menfaatleri ile itibarinin korunmasi amaciyla grup sirketleri
veya holding tarafindan islenebilmektedir. Bu halde Kanun kapsaminda veri sorumlusundan veri
sorumlusuna kisisel veri aktarimi gergeklesmesi durumunda ilgili Sirket, kisisel verilerin toplama
asamasinda, kisisel verilerinin grup sirketlere ve/veya holdinglere génderilebilecedi konusunda

ilgili kigiyi aydinlatir.

1.3. Kisaltmalar ve Tanimlar

Kavram Tanim

Elektronik ortam Kisisel verilerin elektronik aygitlar ile olusturulabildigi, okunabildigi,
degistirilebildigi ve yazilabildigi ortamlar.

Grup sirketler Kafein’in igerisinde bulundugu sirketler toplulugunu, sirketler

vel/veya holding grubunu veya holdingi ifade eder.

imha Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesi
islemi.

ilgili kisi Kisisel verisi iglenen gercek Kisi.

ilgili kullanici Verilerin teknik olarak depolanmasi, korunmasi ve

yedeklenmesinden sorumlu olan Kisi ya da birim hari¢ olmak Gzere
veri sorumlusu organizasyonu igerisinde veya veri sorumlusundan
aldigi yetki ve talimat dogrultusunda kisisel veriyi isleyen Kisi.

KVKK 6698 Sayih Kisisel Verilerin Korunmasi Kanunu.

Karartma Kisisel verilerin butintunun, kimligi belirli veya belirlenebilir bir gercek
kisiyle iligkilendiriimeyecek sekilde Ustlerinin ¢izilmesi, boyanmasi ve
buzlanmasi gibi islemler.
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Kigisel veri Kimligi belli veya belirlenebilir gergek kisiye ait her turll bilgi.
Kurul Kisisel Verileri Koruma Kurulu.
Politika Veri sorumlularinin, kisisel verilerin islendikleri amag igin gerekli olan

azami sureyi belileme islemi ile silme, yok etme ve anonim hale
getirme islemi igin dayanak yaptiklar politika.

Kisisel verilerin Kisisel verilerin baska verilerle eslestirilse dahi kimligi belirli veya
anonim hale belirlenebilir bir gergek kisi ile iligkilendirilemeyecek hale
getirilmesi getirilmesini.

Kigisel verilerin Tamamen veya kismen otomatik yollarla islenen kigisel verilerin ilgili
silinmesi kullanicilar  tarafindan higbir sekilde erisiliemez ve tekrar

kullanilamaz hale getirilmesini.

Kisisel verilerin Kisisel verilerin hi¢ kimse tarafindan hicbir sekilde erigilemez, geri
yok edilmesi getirilemez ve tekrar kullanilamaz hale getirilmesini.
Periyodik imha KVKK’da yer alan kisisel verilerin islenme sartlarinin tamaminin

ortadan kalkmasi durumunda Kkisisel verileri saklama ve imha
politikasinda belirtilen ve tekrar eden araliklarla resen
gercgeklestirilecek silme, yok etme veya anonim hale getirme islemi.

Veri igleyen Veri sorumlusunun verdigi yetkiye dayanarak veri sorumlusu adina
kisisel verileri isleyen gergek veya tizel kisi.

Veri sorumlusu Kisisel verilerin isleme amaclarini ve vasitalarini belirleyen, veri kayit
sisteminin kurulmasindan ve yonetilmesinden sorumlu olan gergek
veya tuzel kisi.

Yonetmelik 28.10.2017 tarih ve 30224 sayili Resmi Gazete’de yayimlanarak
yururlige giren Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim
Hale Getirilmesi Hakkinda Yénetmelik.

2. SORUMLULUK VE GOREV DAGILIMLARI

Kisisel verilerin saklama ve imha slreclerinde gorev alanlarin unvanlari, birimleri ve goérev

tanimlarina ait dagihm asagida verilmigstir.
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Sorumlu Gorev
[insan kaynaklari isbu Politika’nin hazirlanmasindan, geligtiriimesinden,
Bilgi iglem glincellenmesinden ve yayimlanmasindan sorumludur.
Kalite]
[insan kaynaklari | isbu Politika’yi periyodik olarak gézden gegirmekten sorumludur.
Bilgi islem
Kalite]
[Ust Yonetim isbu Politika’nin onaylanmasindan sorumludur.

icra kurulu Baskani]

[TUm calisanlar] isbu Politka’'ya uymaktan ve politkanin hazirlanmasinda,
geligtiriimesinde ve kisisel verilerin saklama ve imha sureglerine ait
tum faaliyetlerde gerekli destegi vermekten sorumludur.

3.  KAYIT ORTAMLARI

Elektronik Ortamlar Fiziksel Ortamlar
e  Veri tabanlari (e-posta e  Klasotrler
veritabani, dosya paylasim, web, ° Dosyalar
yedekleme vb.) e  Arsiv odalar

e  Yazihimlar

e  Masausti ve dizistl
bilgisayarlar

e  Giuvenlik duvar gibi bilgi
guvenligi cihazlari

e  Tasinabilir cihazlar (hard disk,
USB bellekler vs.)

° Uygulama otomasyonlari

4.  SAKLAMA VE IMHAYA iLISKIN AGIKLAMALAR

Kafein tarafindan; calisan, calisan adayi, stajyer, stajyer adayi, ziyaretci, tedarikci yetkilisi,
tedarik¢i calisani, Grin veya hizmet alan kisi, potansiyel Urin veya hizmet alan Kisi, taseron
calisani, hissedar/ortak, yonetim kurulu Gyesi ve sair Gguncu Kigiler dahil gergek kisilerin kisisel
verileri KVKK’ya uygun olarak saklanir ve imha edilir. Bu kapsamda saklama ve imhaya iliskin

detayh aciklamalara agagida sirayla yer verilmistir.
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4.1. Saklamaya iligkin Agiklamalar

Mevzuattaki bircok dlizenleme kisisel verilerin belirli bir stire saklanmasini zorunlu kilmaktadir.
Bu nedenle, isledigimiz kisisel verileri ilgili mevzuatta 6ngorilen siire boyunca veya bdyle bir sire

ongorilmemisse, kisisel verilerin islenme amaclari igin gerekli olan suire kadar saklamaktayiz.

Kisisel verileri birden fazla amag igin isledigimiz hallerde, verinin islenme amagclarinin hepsinin
ortadan kalkmasi durumunda re’sen veya verilerin silinmesine mevzuatta bir engel olmamasi

veya ilgili kiginin talep etmesi durumunda veriler silinir, yok edilir veya anonim hale getirilir.

4.1.1. Saklamayi Gerektiren Hukuki Sebepler

Kafein’de faaliyetler cergevesinde islenen kisisel veriler, ilgili mevzuatta 6éngorilen slre kadar
muhafaza edilir. Bu kapsamda kisisel veriler;

e 6698 sayili Kisisel Verilerin Korunmasi Kanunu

e 6098 sayili Turk Borglar Kanunu

e 6102 sayili Turk Ticaret Kanunu

e 4857 sayill is Kanunu

e 6361 sayill is Saghig! ve Giivenligi Kanunu

e 5651 sayili internet Ortaminda Yapilan Yayinlarin Diizenlenmesi ve Bu Yayinlar

Yoluyla islenen Suglarla Miicadele Edilmesi Hakkinda Kanun
e Yukarida sayilanlar basta olmak tzere yururllkte olan diger ikincil dizenlemeler

cercevesinde 6ngorilen saklama sureleri kadar saklanmaktadir.
4.1.2. Saklamayi Gerektiren isleme Amaglar

Sirket, faaliyetleri cercevesinde islemekte oldugu kisisel verileri asagidaki amaclar dogrultusunda
saklar:

e Acil Durum Yo6netimi Sureglerinin Yuruttlmesi

Bilgi Guvenligi Sireclerinin Yurutilmesi

e (Calisan Adaylarinin Basvuru Sireglerinin Yuratulmesi

e Calisan Adayi/Stajyer/Ogrenci Segme ve Yerlestirme Sireglerinin Yuritilmesi

e Calisanlar igin is Akdi ve Mevzuattan Kaynakl Yikimluliklerin Yerine Getiriimesi
e Calisanlar icin Yan Haklar ve Menfaatleri Sireclerinin Yirutilmesi

e Denetim / Etik Faaliyetlerinin Ydrtttlmesi
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Egitim Faaliyetlerinin YUrutulmesi

Erisim Yetkilerinin YUurataImesi

Faaliyetlerin Mevzuata Uygun Yurutilmesi

Finans ve Muhasebe islerinin Yuritilmesi

Fiziksel Mekan Guvenliginin Temini

Gorevlendirme Sureglerinin Yuratilmesi

Hukuk islerinin Takibi ve Y{ritilmesi

Ozliik islemlerinin Takibi ve Yiritilmesi

is Gelistirme islemlerinin Takibi ve Yiritilmesi

ic Denetim / Sorusturma / istihbarat Faaliyetlerinin Yiritilmesi
iletisim Faaliyetlerinin Yiritilmesi

insan Kaynaklari Siireclerinin Planlanmasi

is Faaliyetlerinin Yuritiilmesi / Denetimi

is Saghg/ Giivenligi Faaliyetlerinin Yiritilmesi

is Surekliliginin Saglanmasi Faaliyetlerinin Yiritilmesi

is Siireclerinin lyilestiriimesine Yénelik Onerilerin Alinmasi Ve Degerlendirilmesi
Mal / Hizmet Satin Alim Sureglerinin YUurGtilmesi

Mal / Hizmet Satis Stireglerinin YUratilmesi

Mal / Hizmet Uretim ve Operasyon Siireclerinin Yritilmesi
Mal / Hizmet Satis Sonrasi Destek Hizmetlerinin Yiratilmesi
Musteri iliskileri Yénetimi Siireclerinin Yuriitilmesi

Musteri Memnuniyetine Yonelik Aktivitelerin Yuritilmesi
Organizasyon ve Etkinlik Yonetimi

Performans Degerlendirme Sireglerinin Yiritilmesi
Reklam / Kampanya / Promosyon Sireglerinin Yurattlmesi
Saklama ve Arsiv Faaliyetlerinin Yuratiimesi

Sozlesme Sireglerinin Yuritilmesi

Talep / Sikayetlerin Takibi

Tedarik Zinciri Yonetimi Sureglerinin Yuratilmesi

Ucret Politikasinin Yiritilmesi

Veri Sorumlusu Operasyonlarinin Guvenliginin Temini
Yetenek/ Kariyer Gelisimi Faaliyetlerinin Yurattlmesi

Yetkili Kisi, Kurum ve Kuruluslara Bilgi Verilmesi
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e Adli ve Yargli Makamlarina Bilgi Verilmesi
e Kolluk Kuvvetlerine Bilgi Verilmesi

e Ziyaretgi Kayitlarinin Olusturulmasi ve Takibi.
4.2. imhaya iligkin Agiklamalar

Kisisel veriler;
e Islenmesine esas teskil eden ilgili mevzuat hiikiimlerinin degistirilmesi veya ilgasi,
e islenmesini veya saklanmasini gerektiren amacin ortadan kalkmasi,
e Kisisel verileri islemenin sadece agik riza sartina istinaden gerceklestigi hallerde, ilgili
kisini agik rizasini geri almasi,
e KVKK'nin 11. maddesi geredi ilgili kisinin haklar c¢ercevesinde kisisel verilerin
silinmesi ve yok edilmesine iliskin yaptigi bagvurunun Sirket tarafindan kabul edilmesi,
e Sirket'in, ilgili kisi tarafindan kisisel verilerinin silinmesi veya yok edilmesi talebi ile
kendisine yapilan basvuruyu reddetmesi, verdigi cevabi yetersiz bulmasi veya
KVKK’da o6ngorilen sure iginde cevap vermemesi hallerinde; Kurula sikayette
bulunmasi ve bu talebin Kurul tarafindan uygun bulunmasi ve
e Kisisel verilerin saklanmasini gerektiren azami stirenin gegmis olmasi ve kisisel verileri
daha uzun sire saklamayi hakl kilacak herhangi bir sartin mevcut olmamasi
durumlarinda, Sirket tarafindan ilgili kisinin talebi tzerine silinir, yok edilir ya da re’sen silinir, yok

edilir veya anonim hale getirilir.
5. TEKNIK VE iDARI TEDBIRLER

Kisisel verilerin glivenli bir sekilde saklanmasi, hukuka aykiri olarak islenmesi ve erigilmesinin
onlenmesi ile kisisel verilerin hukuka uygun olarak imha edilmesi icin KVKK’nin 12. maddesi ile
6. Maddesi geregdi 6zel nitelikli kisisel veriler icin Kurul tarafindan belirlenerek ilan edilen yeterli

onlemler gercevesinde Sirket tarafindan teknik ve idari tedbirler alinir.
5.1. Teknik Tedbirler

Kafein tarafindan, isledidi kisisel verilerle ilgili olarak alinan tedbirler agagida sayilmigtir;
e Ag ve uygulama guvenligi saglanmakta,
e Ag yoluyla kigisel veri aktarimlarinda kapali sistem ag kullaniimakta,

e Anahtar yonetimi kullaniimakta,
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Bilgi teknolojileri sistemleri tedarik, geligtirme ve bakimi kapsaminda guvenlik dnlemleri
alinmakta,

Guncel anti-virls sistemleri kullaniimakta,

Guvenlik duvarlar kullaniimakta,

Kigisel veri glvenliginin takibi yapiimakta,

Kigisel veriler mimkun oldugunca azaltiimakta,

Kisisel veriler mimkin oldugunda anonim sekilde saklanmakta

Kisisel veriler yedeklenmekte ve yedeklenen kisisel verilerin glivenligi de saglanmakta,
Kullanici hesap ydnetimi ve yetki kontrol sistemi uygulanmakta olup bunlarin takibi de
yapilmakta,

Saldir tespit ve dnleme sistemleri kullaniimakta,

Sizma testi uygulanmakta,

Siber guvenlik 6nlemleri alinmig olup uygulanmasi surekli takip edilmekte ve

Sifreleme yapilmaktadir.

5.2. Idari Tedbirler

Kafein tarafindan, isledigi kisisel verilerle ilgili olarak alinan tedbirler asagida sayiimistir;

Calisanlar icin veri glivenligi hikimleri iceren disiplin diizenlemeleri bulunmakta,
Calisanlar icin veri guvenligi konusunda belli araliklarla egitim ve farkindalik ¢calismalari
yapiimakta,

Calisanlar icin yetki matrisi olusturulmakta,

Erisim, bilgi guvenligi, kullanim, saklama ve imha konularinda kurumsal politikalar
uygulanmakta,

Gizlilik taahhlitnameleri yapilmakta,

Gorev degisikligi olan ya da isten ayrilan calisanlarin bu alandaki yetkileri kaldiriimakta,
imzalanan sézlesmeler veri giivenligi hiikiimleri icermekte,

Kisisel veri guvenligi politika ve prosedurleri belirlenmekte,

Kisisel veri guvenligi sorunlari hizli bir sekilde raporlanmakta,

Kisisel veri iceren fiziksel ortamlara giris cikislarla ilgili gerekli guvenlik 6nlemleri
alinmakta,

Kisisel veri iceren fiziksel ortamlarin dis risklere (yangin, sel vb) karsi guvenligi
saglanmakta,

Kisisel veri iceren ortamlarin glvenligi saglanmakta,
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e Kurum ici periyodik ve/veya rastgele denetimler yapiimakta ve yaptiriimakta,

e Mevcut risk ve tehditler belirlenmekte ve

e \Veriigleyen hizmet saglayicilarinin farkindaligr saglanmaktadir.

6. KISISEL VERILERI IMHA TEKNIKLERI

ilgili mevzuatta éngériilen siire ya da islendikleri amag igin gerekli olan saklama siiresinin

sonunda Kigisel veriler, Sirket tarafindan re’sen veya ilgili kiginin bagvurusu Uzerine yine ilgili

mevzuat hikimlerine uygun olarak asagida belirtilen tekniklerle imha edilir.

6.1. Kisisel Verilerin Silinmesi

Kafein olarak, kisisel verilerin hukuka uygun olarak silinmesi islemini gergeklestirebilmek amaciyla

tarafimizca teknikler su sekildedir:

Veri Kayit Ortami

Aciklama

veriler

Fiziksel ortamda yer alan kisisel

Fiziksel ortamda bulunan kisisel veriler, ilgili
kullanicilar tarafindan hicbir sekilde erisiimeyecek
sekilde glvenli bir ortamda saklanilarak ve ardindan
karartma yontemi kullanilarak silinir. Karartma iglemi,
ilgili evrak Uzerindeki kisisel verilerin, mimkin olan
durumlarda kesilmesi, mimkin olmayan durumlarda
ise geri dondurulemeyecek ve teknolojik ¢oztmlerle
okunamayacak sekilde sabit murekkep kullanilarak

gobrinemez hale getirilmesi seklinde yapilir.

veriler

Veri tabanlarinda yer alan Kisisel

ilgili kullanicinin, rol ve izin atamasi yapilarak, veri
tabaninda yer alan Kigisel verilere erigimi

engellenmektedir.

Merkezi sunucularda yer

kisisel veriler

alan

ilgili  kullanicinin,  kisisel veri igeren dosyanin
bulundugu  dizin  Gzerindeki  erisim  haklarn
kaldirimaktadir.
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Tasinabilir cihazlarda (USB, Hard | Kisisel verilerin bulundugu dosyalar sifreli olarak
disk, CD, DVD gibi) yer alan kigisel | saklanmakta ve ilgili kullanicinin dosyaya erigimi

veriler engellenmektedir.

6.2. Kigisel Verilerin Yok Edilmesi

Kafein olarak, kigisel verilerin hukuka uygun olarak yok edilmesi iglemini gerceklestirebilmek

amaciyla tarafimizca teknikler su sekildedir:

Veri Kayit Ortami Aciklama
Fiziksel ortamda yer alan kisisel Fiziksel ortamda yer alan kigisel veriler; kagit kesme
veriler makinesi ile o6gutllerek veya vyakilarak yok
edilmektedir.

Bulut ortamlarinda yer alan kisisel | Bulut ortamlarinda yer alan kisisel veriler,
veriler depolanmasi ve kullanimi sirasinda kriptografik
yontemlerle sifrelenmekte, kullanilan sifre
anahtarlarinin yok edilmesi ile de bu ortamlarda yer

alan Kisisel veriler yok edilmektedir.

Cevresel (ag cihazlar, flash | Kisisel veri iceren cihazlar; yakma, kiglk parcalara
tabanlh ortamlar, optik sistemler | ayirma, eritme gibi fiziksel islemlerle yok edilmektedir.
vb.) ve yerel sistemlerde yer alan | Ayrica, de-manyetize etme ybéntemi ile aygitin
kisisel veriler Uzerinde yer alan Kkisisel veriler okunamaz hale
getirilerek yok etme islemi gerceklestiriimektedir.
Bununla birlikte; 6zel yazilimlar ile var olan verilerin
Uzerine rastgele veri girisi yapilmasl sonucu esKi
verilerin kurtariimasinin 6nidne gecilerek yok etme

islemi uygulanmaktadir.

6.3. Kisisel Verilerin Anonim Hale Getirilmesi

Kisisel verilerin anonim hale getiriimesi, kisisel verilerin baska verilerle eslestirilse dahi hicbir
surette kimligi belirli veya belirlenebilir bir gercek kisiyle iliskilendiriimeyecek hale getiriimesidir.
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Kisisel verilerin anonim hale getirilmis olmasi igin; Kigisel verilerin, veri sorumlusu veya Uglnci
kisiler tarafindan geri dondurilimesi ve/veya verilerin bagka verilerle eslestiriimesi gibi kayit ortami
ve ilgili faaliyet alani agisindan uygun tekniklerin kullaniimasi yoluyla dahi kimligi belirli veya
belirlenebilir bir gercek kigiyle iligkilendirilemez hale getirilmesi gerekir. Sirketimiz bahsi gecen

sekilde verileri anonim hale getirmektedir.
7. SAKLAMA VE IMHA SURELERI

Saklama sureleri sona eren kigisel veriler igin re’sen silme, yok etme veya anonim hale getirme
igslemleri ilgili birimler tarafindan yerine getirilir. Kisisel verilerin saklama sureleri ilgili mevzuatta

Ongorilen sureler gergevesinde belirlenmistir.

Bu cercevede, ilgili verinin Kafein nezdinde saklanmasinin, KVKK’nin 5. ve 6. maddesinde kisisel
verilere ve 0Ozel nitelikli kisisel verilere iligkin olarak 6ngoérilen hukuka uygunluk sebepleri
kapsaminda degerlendiriimesi halinde, bu hukuka uygunluk sebeplerine istinaden ilgili kigisel
verilere iligskin saklama sureleri tespit edilir. Kigisel verilerin imha sureci, Kafein tarafindan her bir
iliskiye uygun olarak ilgili mevzuat goézetilerek belirlenmis olan saklama sireleri dogrultusunda
yurutilmektedir. Saklama sureleri sona eren kisisel veriler, Kafein tarafindan belirlenmis olan

periyodik imha surelerinde silinir, yok edilir veya anonim hale getirilir.

Sureg Saklama Suresi imha Siiresi
insan kaynaklari isten ayriimadan itibaren | Saklama suresinin bitimini takip eden
sureclerinin yirutilmesi 30 yil ilk periyodik imha slresinde
Calisan adaylarina iligskin Basvuru tarihinden Saklama suresinin bitimini takip eden
sureclerin yuratulmesi itibaren 5 yil ilk periyodik imha slresinde
Sozlesmesel iliskilerin Soézlesmenin sona Saklama suresinin bitimini takip eden
ylrattlmesi ermesini takiben 10 yil ilk periyodik imha slresinde
Saklama suresinin bitimini takip eden
Log kayit takip sistemleri 2 yil ) o )
ilk periyodik imha slresinde

1l1|Sayfa
15.10.2025-Rev.03



DHarFein

technology salutions

Saklama suresinin bitimini takip eden

Wifi (Kafein_Guest) 2yl _ o _
ilk periyodik imha siresinde
Sunucu, Firewall, Active 5y Saklama suresinin bitimini takip eden
[
Directory ilk periyodik imha siresinde

Kamera kayitlari ve S
o . . o Saklama suresinin bitimini takip eden
fiziken ziyaretcilere iligkin 24 Gun _ o _
_ _ ilk periyodik imha siresinde
sureclerin yuratulmesi

8. PERIYODIK iIMHA SURESI

Kanundaki degisikliklerin ana isleyisi etkiledigi durumunda bu politika revize edilerek yeniden

yayinlanmaktadir.

“Yénetmelik'in 11. maddesi geregince periyodik imha siresi, Kafein tarafindan, 6 ay olarak

belirlenmigtir.”
9. POLITIKA’NIN YAYIMLANMASI VE SAKLANMASI

Politika [kalite yonetim sistemi dokiimantasyon] elektronik ortaminda muhafaza edilmekte olup,

elektronik kopyasi ¢alisanlarin erisiminin bulundugu ortamda yayimlanmaktadir.

10.  POLITIKA’NIN GUNCELLEME PERIiYODU
Politika, ihtiya¢ duyuldugunda ve degisen slrecler bulundugunda giincellenmektedir.
11. POLITIKA’NIN YORURLUGU VE YURURLUKTEN KALDIRILMASI

isbu Politika [yonetim kurulu] onayi ile [06/2024] tarihinde ydriirlige girecektir. YUriliikten
kaldiriimasina karar verilmesi halinde, isbu Politika’nin eski nishalari [yonetim kurulu] yazili onayi
ile [kalite yoneticisi] tarafindan iptal edilecektir. iptal edilen dokiiman [Kkalite yoneticisi] tarafindan
saklanir ve bu stirenin sonunda [yonetim kurulu] yazili onayi ile [kalite yoneticisi] tarafindan imha

edilir.
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